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Did I get lucky?

Louis Pasteur

Dans les champs de
l’observation le hasard ne
favorise que les esprits
préparés.

Fortune favors the prepared mind.
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Columbia University, 1964-1968

September 1964

Mathematics IC-IIC-IIC-IVC:
“Mathematics for prospective Ph.D’s”.

Taught by Serge Lang (who became my
advisor) and Lipman Bers.

October 1964

An exercise which pertained to heights on Elliptic Curves (without
mentioning them).

Victor S. Miller Elliptic Curve Cryptography 11 August, 2025 3 / 31



Serge Lang

It is possible to write end-
lessly about Elliptic Curves
– this is not a threat!
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Lipman Bers and Patrick Gallagher

Complex Analysis (and the
Weierstrass ℘ function).

Analytic Number Theory.
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Columbia University Computer Center

Spent countless hours in the Computer Center teaching myself (there was
no Computer Science Department).
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Harvard University, 1968-1970

Oscar Zariski: Algebraic Curves Richard Brauer: Ring Theory.

Robin Hartshorne: Schemes.
Lars Ahlfors: Automorphic

Forms.
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Oxford: Computers in Number Theory 1969

(Sadly, I wasn’t there)
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Harvard, Summer of 1972

John Tate

Barry Mazur John Coates
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Harvard, 1972-1973

Barry Mazur
John Tate

Bryan Birch
Peter

Swinnerton-Dyer Jean-Pierre Serre

Victor S. Miller Elliptic Curve Cryptography 11 August, 2025 10 / 31



Martin Hellman and Whit Diffie, 1976
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Diffie-Hellman key exchange

gb

K = gab = (ga)bK = gab = (gb)a

a b

ga

gab??
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Fielding Diffie-Hellman

Ron Mullin Scott Vanstone
Gordon Agnew

Cryptech⇒Möbius: Chip for arithemetic in F2127 for use in Diffie-Hellman.

⇒
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The Inspiration
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Don Coppersmith
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Computer Algebra, 1983-1984
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Counting Primes, 1983
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Hendrik W. Lenstra, Jr.
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Crypto 1985

If you have chips to do fast arithmetic in a field of characteristic 2, don’t throw
them away. I have another use for them.

Adleman McCurley Vanstone
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Short Programs 1986

Manuel Blum Erich Kaltofen
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Burt Kaliski
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Menezes, Okamoto and Vanstone
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Gerhard Frey, Hans-Georg Rück
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Pairing Based Cryptography

Antoine Joux

Dan Boneh Matt Franklin

Gödel Prize 2013
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Influence – The Conferences
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CFAIL
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Will it last?
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2005
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Today

TLS 1.3

Only allows ECDHE for key establishment

Blockchain

Almost all use some sort of Elliptic Curve based security.
Most ZK proof systems use Elliptic Curves.

Post Quantum

Isogenies.

Non-abelian endomorphism rings.
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Conclusion

The study of Elliptic Curves has gone from a beautiful, but arcane,
piece of Mathematics to an idea of major impact in Cryptography.

A good reason to learn hard Number Theory. 1

1Photograph of the Oxford Conference on Computation used by permission of
Gillman and Soames. Photograph of Robin Hartshorne used by permission of Archives of
the Mathematisches Forschungsinstitut Oberwolfach.
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